Instructions for Applying the DRVS 6.3 to 7.0 Upgrade Script

This script accomplishes the following:

- It can upgrade a prior DRVS 6.3 database to version 7.0 functionality so that states can finalize and submit their PY05 Data Element Validation results.  Please make sure to follow the upgrade instructions in order to avoid losing your data.
- It upgrades the most recent DRVS 7.0 release to enable reporting for the first quarterly report for PY07.

- It corrects the 90-day duplicate detection rule to only apply to records with Dates of Exit on or after 7/1/2006 or blank.

A) Applying the upgrade script to a prior DRVS 6.3 database to complete PY05 Data Element Validation

All states must follow steps 1 through 4 to secure the 6.3 databases during the upgrade process.  Subsequent steps are specified for MSDE and SQL users, respectively:

1. Create database backups (.bak files) of the 6.3 WIA databases─WIADB, WIATempDB, and WIALXSystem─to protect against losing PY05 validation results should an error occur during installation. 

To  create backups of  WIADB, WIATempDB, and WIALXSystem:

1) Create a folder C:\DRVSbackups 
2) Go to Start -- Run and type in cmd
3) At C:\> prompt, connect to your instance by typing osql -E
4) At the 1> prompt, to backup the WIADB, type BACKUP DATABASE WIADB TO DISK =

         'C:\DRVSbackups\WIA2DB.bak'
5) At the 2> prompt, type Go
6) Repeat 3 and 4 to backup WIATempDB and WIALXSystem (all three should be backed up, just change the database name each time you type the commands).
2. Uninstall DRVS 6.3 through Control Panel--Add/Remove Programs

3. Download DRVS 7.0 from ETA's website http://www.doleta.gov/performance/reporting/tools_datavalidation.cfm 

4. Install DRVS 7.0. Select the default option "I DO NOT want to create a DRVS database" when the screen prompt asks "Do you want to create a DRVS database?"

Subsequent Steps for MSDE Users:
5. Download the upgrade zip file from the ETA website listed above, extract the Upgrade DRVS 6.3 to 7.0.sql upgrade script from the zip file, and save the sql file to C:\

6. Go to Start--Run

7. In the space provided type (exactly as written below): 


osql -E -i "C:\Upgrade DRVS 6.3 to 7.0.sql" -o "C:\MyOutput.rpt" 
    then click OK. 

8. Wait 5-10 minutes to allow the system to update the database. The system will not indicate when the process is finished, but if the user opens the C:\MyOutput.rpt file rows of numbers will indicate that the changes were implemented.

Subsequent Steps for Users with Enterprise Manager:
5. Download the upgrade zip file from the ETA website listed above, extract the Upgrade DRVS 6.3 to 7.0.sql upgrade script from the zip file, and save the sql file to a known location

6. Open Enterprise Manager (Programs--Microsoft SQL Server--Enterprise Manager)

7. Under the Console Root folder, expand Microsoft SQL Servers by clicking on the “+” sign

8. Expand the SQL Server Group in the same manner

9. Expand the SQL Server Name in use by clicking on the “+” sign

10. Expand the Databases folder in the same manner

11. Then click on WIAnLXData

12. In WIAnLXData, click on the Tools menu on the task bar and select SQL Query Analyzer

13. Click on the Open folder and browse for the patch

14. Click open to open the patch

15. Click on the green arrow in the task bar to run the stored procedure

16. As the procedure runs, the progress window will display the numbers of rows affected in the database. 

17. When the procedure is finished, these numbers will stop. Close Enterprise Manager.

Once the script has been applied, states should be able to complete their PY05 data element validation and e-submit their results to ETA.

B) Applying the upgrade script to the recent release of DRVS 7.0 to enable PY07 reporting functionalities

1. Create database backups (.bak files) of the 7.0 WIA databases─WIADB, WIATempDB, and WIALXSystem─to protect against losing PY06 results should an error occur during installation. Instructions for creating database backups are available on the ETA website.

2. Follow the steps for MSDE Users or Users with Enterprise Manager listed above.

(Note: Applying the upgrade script will correct the 90-day duplicate detection rule to apply only to records with Exit Dates on or after 7/1/2006.)
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